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	P-R-O-C-E-E-D-I-N-G-S


		MR. NASH:  Okay.  My understanding is copies of the proposal are on the back table.  Two documents.


		MR. BUCHANAN:  I'm sure everybody, the one you want to read over first, the new one, says, "Recommendation for Operating Modes for Low Speed Data."


		The second document is just the original user needs statement of requirements.  This is from way back in January of 2000.  I just went ahead and printed it off because we reference it quite a bit in the new document, so that you would have it if you have a question.


		Also, as I did this quite quickly, there's probably typos, there's a little bit more reformatting that needs to be done for some of the quotes and things like that.  So probably if you could just let me know those types of things offline, I'd appreciate it, because I'm sure they're there.  And we'll correct it after we go through it.


		And hopefully we could just discuss the meat of it and any changes that you think need to be made in the basic thrust of the document and then we'll try to take all the editorial stuff offline so we don't hold things up.


			(Pause.)


		MR. BUCHANAN:  I'll get started a little bit as you're reading.  I think we can break this into two pieces.  I made, I only typed in one recommendation because I think we can get consensus on that fairly quickly.


		And that is that all three data configurations, radio to FME, which is your fixed infrastructure, radio to repeater, and radio to radio are necessary.  As that's clearly defined in IO0037C as a requirement.


		And I haven't heard anything new or different that would change that requirement and, you know, from the comments I have heard, I haven't heard anybody speak against that.


		MR. WELLS:  Carlton Wells, State of Florida.


		I was going through that paragraph prior to the reiteration of the IO 0037C recommendation stated, and I attempted to draw a correlation between the three described in the paragraph and the three recommended in the previous document 37C.


		I associated 3A with radio to radio, 3B with radio to repeater.  When I got to C, 3C, I had a little difficulty really associating it with radio to fixed network.  The FNE sent C read unit to unit through a linked infrastructure, it doesn't say unit to an infrastructure.  And so are we asking for maybe a D also?


		MR. BUCHANAN:  No, I don't think so.  I think it's the equivalent.  It's just the matter of the semantics that was used between the two documents.  Their FNE essentially is where you link into a fixed infrastructure through a basestation.  If you go back into the Project 25 document.  It's just that they have some standard ways of calling it out that really doesn't, it conforms to what we were talking about in C, but it really doesn't, at first glance, look the same.


		MR. WELLS:  Okay.  And on the third page, the third imprint page, I'm counting four here, really, the fourth impression or the third impression.


		At the bottom of that page where it starts, "Use of IP addressing," I tend to agree with the position of that paragraph.


		MR. BUCHANAN:  You think what?  I'm sorry?


		MR. WELLS:  Tend to agree with the position that paragraph states.


		MR. BUCHANAN:  Oh, okay.


		MR. WELLS:  Leave it to the white paper beyond the scope of this document at this time.


		MR. BUCHANAN:  Is there any other comments on the recommendation 1?  Go ahead.


		MR. HOFMEISTER:  Ernie Hofmeister, Com-Net Ericsson.


		Just because I don't remember, I'm thinking of the voice standard that we have adopted.  Do we have these same three requirements for the voice standard, that it be radio to radio, radio to, through a repeater, and radio to a, well maybe the other one wouldn't apply.  I'm just trying to think of this commonality here.


		MR. SCHLIEMAN:  In essence they're the same, yes.  They're laid out a little differently, but it says the same thing.


		MR. HOFMEISTER:  Okay.  


		MR. POWELL:  And I think, Dave, to clarify Carlton's question, that if we said terminal to terminal rather than unit to unit, might be a little more clearer.  Because unit to unit could actually be, in the FNE application, could be a terminal on somebody's desk someplace.


		MR. BUCHANAN:  Yeah.  If you look at the first page where it's bold there, that's a quote out of the document.


		MR. POWELL:  Right.


		MR. BUCHANAN:  So I don't want to change that.


		MR. POWELL:  Right.


		MR. BUCHANAN:  The rest, and actually Project, I didn't quote the section out of Project 25, but when they speak of the radio to FNE, then they immediately go into the description of how you use that to send messages from unit to unit.  And the fact they use unit to unit, or no, they use radio to radio.


		But we could do it either way, it doesn't matter to me.


		MR. POWELL:  I think, my recollection is we actually changed it to unit to unit from what was in Project 25 to make it a little more generic.


		MR. BUCHANAN:  Yeah, we've consistently stuck with unit to unit anytime we've been talking about things in the document like this.  So we're probably better off staying with unit to unit in here.  Just referencing Project 25 and their differences when we need to.


		MR. SCHLIEMAN:  Could I ask the way in which, in that last sentence, you will ensure interoperability, the last sentence of the document.


		Where it says, "It is not anticipated that FCC rule making will be needed to implement a nationwide addressing scheme."  


		How will you ensure interoperability on the FCC designated interoperability channels for data communications if there is not some identified method that is attached to the use of those channels?


		MR. BUCHANAN:  Well, it's a good question.  I just don't know if the FCC wants to get into when they'd have to reference some type of standard that would have to be developed or something like that if we went down that road.  They just couldn't say you use IP addressing.  We have to decide how and what.  And I'm not sure that we can get to that point with this group.  I think that's going to be user, other user groups doing that detailed work.


		And whether it ever comes down to a specific standard or just a protocol that's put out that everyone follows, I don't know.


		That is basically the reason I put it in there, obviously it's subject to change if that's not what the group thinks.  But I know we've --


		MR. SCHLIEMAN:  Well, I think that it's problematic if there is not some relationship between the type of addressing scheme that must be used to communicate interoperability on the FCC designated interoperability channels.  You will have just that.  Different groups will come up with different schemes and they'll do their own thing and then they won't have interoperability.


		MR. BUCHANAN:  Well, I agree.  I think it's something like ICS, where you're going to have to probably eventually tie it back to funding and things like that, though, rather than FCC rules.  Unless you can develop an open standard or something like that, I would guess.  I don't know, maybe Michael has some --


		MR. SCHLIEMAN:  I thought it was a numbering scheme that we were talking about, though, right?  Or addressing scheme?


		MR. BUCHANAN:  Yeah.  But there's a lot of parts to that.  How you get the address, who you get it from, all that kind of stuff.


		MR. POWELL:  Through management of the address database.


		MR. SCHLIEMAN:  And all that will presumably revealed in the white paper.


		MR. BUCHANAN:  Well, I'm not sure all of that --


		MR. POWELL:  Dave, let --


		MR. BUCHANAN:  Yeah, go ahead.


		MR. NASH:  And maybe, you know, the relates to that, I'm having a little trouble, you know, I can see, you know, from the interoperability standpoint, you know, the unit to unit direct, the unit to unit through a repeater, you know, that is, you know, those are incident-related modes of operation.


		When you get into the unit to FNE, that implies, you know, that there is an infrastructure out there that somebody has built for purposes of connecting, you know, on the interoperability mode.  And one, I kind of question whether or not it's practical for anybody to build a system that's going to be sitting there dedicated for interoperability purposes.


		But then I would agree with Bob, if you're going to have that fixed network out there, then there does have to be some sort of standardized addressing scheme so that you can hit that network at point A, come out of it at point B, and get to another unit out there.  There's got to be, you know, the network has to know how to deal with routing of the message, which gets into a standardized addressing scheme.


		So I would take Bob's question back a step and say, do we need unit to FNE?


		MR. SCHLIEMAN:  Yes.


		MR. BUCHANAN:  Yeah, I think we do.  I think at some point you're going to build out of some network infrastructure.  I suspect the first one to do that will be probably the fire service, for moving equipment around.


		MR. NASH:  Do you really think the fire service is going to build out a nationwide or a statewide or a countywide --


		MR. SCHLIEMAN:  Or a regionwide.


		MR. NASH:  Or a regionwide system that is dedicated only to interoperability or will they be looking, you know, at their day-to-day system and allowing other users into their day-to-day system for a specific event, you know?


		MR. SCHLIEMAN:  In 800 megahertz?


		MR. BUCHANAN:  Well, either way, when you look at what it requires if you go into IP and the internet, all you're talking about is putting a basestation and a gateway, a router, into the internet and having a standardized DNS system.  So actually, I think when we get down the road, it's not going to be that giant of a cost to someone to put up a basestation on one of these channels to do that.


		I agree that it's probably not going to happen in the next five years, you're probably looking at 10, 15 years down the road simply because of the roll out of the, being able to use the frequencies and just getting basic systems up and running.


		But I think eventually, yeah, there'll be the need for that.


		MR. SCHLIEMAN:  In a parallel, in NYSTC, the planning regions, at least in the northeast, required systems with more than five channels to implement mutual aid repeaters.


		And if one is to put in a statewide system, certainly they're using more than five channels, and so they would have to implement interoperability.


		Now, is your question aimed at whether they would be standalone systems, standalone mutual aid systems or interoperability systems?  Or would they be interconnected to, in the case of data, a host system via the backbone network?


		MR. NASH:  Well, I guess part of my question goes back to, you know, to date the only thing we've identified as an interoperability requirement is simple text massaging.  So why would I put in a, you know, in a computer and everything else in order to provide for internet linking from New York to Los Angeles?


		MR. SCHLIEMAN:  I didn't say New York to Los Angeles.


		MR. BUCHANAN:  It may be in the state.  You may not have that much interstate linking.  Although once you have it linked to the internet, it could go anywhere automatically.


		But you do have, and again, I'll use the fire service, but you have also task force in law enforcement that are a lot of times out of their area traveling to an incident that need to get messages, status messages, either back to their own agency or into the incident.


		So from that standpoint, that's a fixed network.  It may not cover 100 percent of the areas, it may be concentrated along main traveling routes or very urban areas, but I think it'll be there.


		MR. SCHLIEMAN:  I'd like to hear some comments from the public safety wireless net representatives because they're the ones that in fact are promoting nationwide interoperability.


		MR. MURPHY:  Rick Murphy, Department of Treasury, public safety wireless network.


		MR. BUCHANAN:  You lost the coin toss?


		MR. MURPHY:  Yeah, I lost the coin toss, yeah.


		A couple of things.  We don't have any problem with the language stated in the recommendation three.  I think it stays consistent, like you said before, with the TIA 102 requirements and we think it's perfectly understandable with everybody who's involved in that particular project.


		On recommendation number 5, where you talk about the standard for RF neutral and capable, which is part of that discussion we got into this morning.  We feel that probably that should state that it should be an open standard that is RF band neutral and capable of supporting a non-proprietary IP-based connection.


		And the reason for making it that detailed is because there are a lot of manufacturers out there who have their own IP-based systems, in effect.  And if you're going to go into interoperability, then maybe you want to make sure that the nomenclature that the data stream, whatever the addressing scheme is, that it'll accommodate the normal internet IP protocol, is basically what we're trying to emphasize here.  Nothing proprietary that has to be bought out by anyone.


		MR. BUCHANAN:  Are you talking about the number 5 on page 2?


		MR. MURPHY:  Correct.


		MR. BUCHANAN:  That's a quote out of our earlier document.


		MR. MURPHY:  Right, right.


		MR. BUCHANAN:  So I can't change that because it's quoting the earlier document, but we can make note of that for the white paper.


		MR. MURPHY:  And that's my only thing.  It should be noted for the white paper, future, just as a point of clarification.


		And we really didn't have any trouble with the way the thing's been rewritten.  I think it makes it clear, of the minimum user requirements in the low speed data standards.


		MR. SCHLIEMAN:  Would you care to comment on how the nationwide interoperability would be accomplished without having some standardized addressing scheme defined?


		MR. MURPHY:  Well, no, there's two things there that we found out as we addressed any type of nationwide interoperability scheme.  And the first thing being that a lot of times, similar to what the FCC recommends, we'll leave it open to suggestion by the vendor community.  Say you suggest to us what's the best protocol, not protocol, isn't the right word.  What the best scheme is, what the best approach is to this thing.


		And of course, the second was coming up with it on our own.  And at this time, we don't really have a suggestion on the best nationwide approach to a data system.  I think a lot of that, in light of the program that's being piloted in the Washington, D.C. area, commonly known as CAPLIN, which is addressing that exact issue.  


		I think in the next six months you're going to find out because the RFP's due for review there.  There have been proposals submitted under that program.  It's going to pretty much identify where that nationwide interoperability data network is going to look like, the whole scheme, the whole architecture.


		So we might be better off there waiting to see what the vendor community has come back with to see what it looks like.  Because we really don't have a good handle on the data side of the house for that.


		MR. SCHLIEMAN:  How many vendors are involved in that?


		MR. MURPHY:  From what I understand, it had multiple vendors.  I don't know how much of this information you're supposed to keep from disclosure right now, so I'll say there were quite a few number of vendors.  We were surprised at how high the number of vendors there were that actually responded with a formal proposal to the RFP.


		But we say there's a good selection to choose from here.


		MR. SCHLIEMAN:  Okay.  What is this, like a bake-off where everybody gets a chance to show how well their system will work?


		MR. MURPHY:  Yeah.  They get to come in and demonstrate, I guess on paper, is the best way to describe it, of what their proposal is and how it's going to fit the user needs document.  Which as you know, a lot of people who are not involved with it probably don't, but they did put out a detailed user needs requirement with this RFP.


		MR. SCHLIEMAN:  Okay.  Given that this could produce a solution, would it then be appropriate for that solution to be the solution for the use of these designated data channels?


		MR. MURPHY:  I think short of any tweaking that takes place once you field test it, put it on the road and see how it responds, I think short of that, I think it's going to a, the solution for public safety community.  Because that's the exact application here.


		MR. SCHLIEMAN:  And how will that be assured of being implemented nationwide once that is determined?


		MR. MURPHY:  Well, you see, nationwide application, again, it's like the PSWN voice side of the house.  It's something that you convince people is the best practice to do, not necessarily any type of enforcement behind it, except to convince them that, hey, these are the reasons this works best.  These are the reasons that it covers public safety needs.  And hopefully that's the right choice that's made.


		I don't think there's going to be anyway we can enforce a particular scheme architecture on any single public safety community.  But I think as a best practice, you can't deny that it'll become a defacto-type basis.


		MR. SCHLIEMAN:  Okay.  But I'm just referring to the interoperability.  The FCC designated interoperability channels for data, not to their system applications.


		MR. MURPHY:  Right.  And then I lost your correlation there.


		MR. SCHLIEMAN:  I wasn't referring to what an entity might chose for their own system, but rather what they would use for the interoperability channels that were designated for data.  Those two data channels.


		MR. MURPHY:  Yeah, and that I don't know.  That's a good, I mean, that's a question that's still yet to be determined by the public safety community itself.  So I really can't answer that.


		MR. POWELL:  I think at this point we're getting the cart ahead of the horse on addressing anyway.


		MR. MURPHY:  Right.


		MR. POWELL:  And we should wait until we have more data in and today, now try to address the packet versus circuit so we can get a decision made on that.


		MR. MURPHY:  Correct.  And hopefully as this project unveils itself, because it was so successful in drawing so many vendors interested in it, I think a lot of these answers will come to light as the primary way to go.


		MR. POWELL:  Rick, what's the deadline on that --


		MR. MURPHY:  It's September of this year is the deadline on it.


		MR. BUCHANAN:  Can I, to help get the white paper started, can I get a copy of the RFP that you sent out for that?


		MR. MURPHY:  Sure.  Yeah, we'll make sure, we'll send you a copy.  We have a copy of the RFP itself.


		MR. BUCHANAN:  Okay.  


		MR. MURPHY:  All right.


		MR. BUCHANAN:  Well, I guess we're back to, I haven't heard anyone speak about, as far as recommendation one, still radio to repeater and radio to radio are necessary.


		MR. POWELL:  If you look at, and I know because I've been involved in the discussions in California, there certainly are, Offices of Emergency Services is looking at exactly what we talked about with, and we talked about this earlier, of a network, statewide network to do en route transmissions of small messages and small databases.  That's being talked about right now.


		MR. BUCHANAN:  I guess I'd put it this way, Glen, I'd hate to leave it out and then find out we did need it later.  Because then you would have units running around without the capability possibly that wasn't built in and then finding out they need it and then we wouldn't have, and then we'd be in good shape.


		MR. POWELL:  It also certainly is available in product being delivered now --


		MR. BUCHANAN:  For that matter, that's probably the primary method.


		MR. POWELL:  Yes.


		MR. BUCHANAN:  That's done now.  The other two methods are going to be new to the manufacturers, radio to repeater, which essentially is more correct saying radio to repeater to radio.  And radio to radio is brand new.  I haven't heard of any data systems, mobil data that we speak about in terms of, you know, your traditional law enforcement that operate that way directly.


		MR. SCHLIEMAN:  There is no statement as to what impact these three operational modes really represent.  It would seem, particularly with the IP addressing, that it's a case of having software that recognized a unit as being a terminal device or a repeater device in terms of passing it through or acting on it.


		And I'm not sure that all of that still is not an application as opposed to what goes in and out of a interface on a subscriber unit, for instance.  Or through the RFSS, through the fixed station interface to the RFSS.  


		And so all three of these applications seem very relevant and I'm not sure why we should be trying to pull them apart.


		MR. BUCHANAN:  I think another thing is, is even when you're talking just a tactical on-scene, and if we go down the route of IP addressing and all that that involves, at some point you're going to make one of the units look like an FNE.  And you're going to have your own host server there.


		And so at some point, yeah, you're going to need, I think you are going to need that capability, even if you don't have any other fixed infrastructure.  It's simply the capability or the way that it's configured is going to define it as being needed.


		MR. SCHLIEMAN:  I recommend that the one, two, and three be kept.  In fact, I recommend that one, two, three, four, and six be kept as they are.  And that five be modified exactly the way that Rick Murphy described.


		MR. BUCHANAN:  Those are from this other document.


		MR. SCHLIEMAN:  Well, I understand that.  But I think we need to go back on number five, which was from the other document, and be more specific, as Rick had identified.  I think it makes a lot of sense to be very clear that we're looking for an open standard.  Based on a non-proprietary.


		MR. POWELL:  Dave, we can do that in this document.


		MR. BUCHANAN:  Yeah, I can --


		MR. POWELL:  To add a clarification to number five and just reword it, without having to go back and revisit everything.


		MR. BUCHANAN:  What I think I'll do is, I hate to take a quote and change it from another document in here.


		MR. POWELL:  No, leave -- the way it is.


		MR. BUCHANAN:  But I will take and make a statement in here somewhere that says we're referring to standard IP protocols and no proprietary.


		MR. POWELL:  Or state, "Based on further discussion, we are recommending that number five be modified to read as follows."  And do that.  Just reword it and restate it in here.


		And Rick, you said, I caught one of them was, in front of IP-based was an open architecture IP-based connection.  There was one other reference.


		MR. SCHLIEMAN:  It read, "An open standard that is RF-based neutral and capable of supporting a non-proprietary IP-based connection."  Is desirable.


		MR. NASH:  I guess, John, I would agree with Dave.  The more appropriate place to make that change is back in your user needs statement of requirements, is to change number five.  Rather than to change, in this other guide, this 77A document, to change what really, you know, is there as, was ��


		MR. POWELL:  For time, we'll do that.  We'll re-issue 37 in a new form.  We'll do it there.  We need to move this discussion because we're cutting into other people's time.


		MR. BUCHANAN:  Yeah, we need to move on.  I'm not even sure that, I think it's going to be, the place to really do it is in the white paper, when we actually talk about how we're doing IP addressing.


		But we could go, if, again, though, we've got to consensus that that's what we need to change in the old document.  Because it becomes a new document and it's already been submitted to the Steering Committee.


		MR. POWELL:  As you appropriately just stated, these are issues for after the white paper is out.  We don't need to address them today.


		What I would like to today, right now, is to clarify that one remaining issue.  Is do we need, I think there's general agreement we need packet data.  The question is, do we also need circuit data?  And let's address that issue and get it resolved so we can get it to the Steering Committee tomorrow or we're looking at a major delay in equipment being available for this band.  That we have caused.


		MR. BUCHANAN:  Well, first, have we decided we have consensus that we need recommendation one, all three modes, radio to FNE, radio to repeater, and radio to radio?


		MR. POWELL:  We're revisiting a decision that was already made, if we're going to change a decision that was already made.


		MR. BUCHANAN:  Well, it is.  But again, if we don't have consensus now, we need to know --


		MR. POWELL:  Well, we had consensus on that before.  And it already went to the Steering Committee and they forwarded it to the Commission.  That's how we got the rules that we have today.


		Packet 37 was submitted to the, through the Steering Committee, approved by the Steering Committee, went to the Commission, and it was included in the current rules.  Based on that document.


		MR. BUCHANAN:  Yeah, I mean, it states it in a different manner.


		MR. NASH:  We'll let that go.  Okay?  The question at hand, as John indicates, is do we need circuit, you know, we need packet data.  Does anybody feel strongly that we need circuit data?


		MR. BUCHANAN:  Maybe you should first ask and make sure that everyone agrees we need packet data.


		MR. POWELL:  Is there anyone here that disagrees that packet data is a requirement?


		MR. NASH:  We declare there's consensus that packet data is a requirement.


		Is there a need for circuit data?


		MR. SCHLIEMAN:  Is there any analysis of the different type of messages that can be sent over one versus over the other?


		MR. BUCHANAN:  When I reviewed the Project 25 standard, I couldn't see any difference.  They both support the same data throughput, the same packet sizes, which doesn't limit, it's 5/12, but you can send more bits than that through there by breaking them up.


		It supports the same error rates, everything is the same.


		MR. SCHLIEMAN:  Broadcast messages and things like that?


		MR. BUCHANAN:  Circuit I did not see.  Packet specifically says it can do broadcast messages.  That was one section on the third page where I was referencing how you could address and do a little, and that specifically requires the broadcast messages.


		I didn't, the circuit data is point to point so it doesn't, I couldn't see anything in there that said broadcast messages.


		MR. POWELL:  Certainly the decision is, stated this morning, doesn't prohibit that from being there if someone needs it.  It's just whether it's required to be there.


		MR. SCHLIEMAN:  I have no objection.


		MR. NASH:  Okay.  It would appear we have consensus that circuit data is not a requirement on the interoperability channels.


		And again, let's keep focused on the interoperability channels, not on what might be happening on the general use channels.


		Is there anybody who objects to my declaring consensus on that issue?


		Okay.  We'll so report to the Steering Committee tomorrow that it is the joint opinion of the interoperability committee and the technology committee that only packet data mode of operation is required on the interoperability channels.


		MR. BUCHANAN:  And all three configurations, recommendation one.


		MR. NASH:  Okay.  And all three --


		MR. POWELL:  Dave, if you will then take this, we'll come out with a new generation of this document and add that as recommendation number two?


		MR. WILHELM:  John, may I make a comment on the, it goes more to form than substance.  But form in this instance I think is important.  If you can put yourself in a position of a FCC lawyer or engineer receiving this document, I think that it contains some highly repetitious material, material that you've seen before.


		It puts in a subsidiary position the central question of circuit and packet being required.


		And I think what would benefit the Steering Committee and benefit ultimately the Commission when the document is forwarded, is a simple statement of the problem that the rules as written require both to the Motorola and others have questioned whether both are necessary and commented that they would add cost and complexity to the equipment.  That the NCC implementation, interoperability and technology committees have reviewed the question and have found no need for circuit switch data.  And it's therefore our recommendation that the rule be changed as follows.  And then give the rule as you'd like to see it.


		MR. POWELL:  How about putting that as a cover letter to these documents?


		MR. WILHELM:  It could be done that way, but I don't, my point is that I don't think this document in itself, just transmitted to the FCC, is going to do it.


		MR. POWELL:  Okay.  We'll do it as a cover letter and include these attachments.  And Glen and I can both sign the cover letter.


		MR. NASH:  All right.  We'll come up with some appropriate wording.


		MR. BUCHANAN:  I can also put a little of that down under the recommendation two.


		MR. POWELL:  Well, let's finish this out as two and then we'll just, we'll attach this one document.  We'll attach, it'll 77B, we'll attach that.


		MR. BUCHANAN:  Yeah, the 77B is the only one that needs to go.


		MR. POWELL:  Right.  -- do a cover letter.


		MR. BUCHANAN:  You know, because we were referencing 37C so much in this document, I thought it would be handy for everyone here to have a copy.


		MR. POWELL:  Right.


		MR. BUCHANAN:  But 37C doesn't need to go to the Steering Committee again.


		MR. POWELL:  Right.  No.


		MR. BUCHANAN:  But I think I can put a couple of my suggestions there in the recommendation as the, you know, part of the reason for the recommendation.


		MR. POWELL:  Right.  And then we'll cover the rest of it in a cover letter.


		Rick?


		MR. MURPHY:  Just a point of clarification.  A couple items.  Are you sending this to the Steering Committee?


		MR. POWELL:  To the Steering Committee.


		MR. MURPHY:  So they could cover letter and send it out to the FCC.  Is that it?


		MR. POWELL:  Um-hm.


		MR. MURPHY:  Okay.  


		MR. POWELL:  We'll do a cover letter to this, it'll 77B document.


		MR. MURPHY:  Right.


		MR. POWELL:  Okay.  We don't have anything further for the interoperability subcommittee.  Right?


		Do you have anything else?


		MR. NASH:  No, no, we're done.


		MR. POWELL:  Turn the table to Ted.  It's all yours.


		Bob, you can I guess show both committees as adjourned.


		MR. NASH:  We are adjourned.  Start the implementation committee on time at 3:00 o'clock.


		(Interoperability and Technology Subcommittees were adjourned at 2:53 p.m.)
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